Roadmap to EOL OS:

1. Identify vendor tools (security & functional) & plan alternatives (contact vendor) for support.
2. List down 3rd party tools & needed tools have to be contacted with respective vendors.
3. Implementation of Hardening Practices:
   1. Implementing the application whitelisting (privilege for Stryker applications).
   2. Removal of unused interfaces & their supporting software.
   3. Monitoring & limiting the functionality of the existing interfaces.
   4. Identify any further hardening techniques and implement.
4. Customized OS needs to be taken as a backup & circulate with service engineer for customers.
5. Monitoring of vulnerabilities from CVE db & planning for patch management.
6. Active monitoring (such as using a daily scanning & making the report available).
7. Passive monitoring with strong audit policies & reporting of the same.